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1. Before upgrading WEBCON BPS
1.1. Important information

• If the changelog contains a section titled "Changes to existing features”, please 
verify whether the changes will impact your implemented system in any way.

• To avoid interruptions in the system operation, make sure that WEBCON BPS 
licenses are up to date. To do this, verify the availability of the WEBCON BPS 
Server 2021 license in the license report. This report is available from WEBCON 
BPS Designer Studio -> system menu in the upper left corner -> Licenses. 
Current licenses must be downloaded if necessary.

1.2. General

• Please remember that WEBCON BPS Authorization Service 
(auth.webconbps.com) will be retired by the end of 2023.
Users that have WEBCON BPS Authorization Service configured in their 
system should consider switching to other authentication providers.

The system’s built-in authentication providers (OpenID Connect or ADFS) should 
be used instead of WEBCON BPS Authorization Service.
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2. Bug fixes
2.1. Data sources

• Expanded the message of ORA-00904 error that occurs when querying a database 
to include the final contents of the Oracle query. Furthermore, a tooltip has been 
included in the Oracle data source configuration window to notify users of 
unsupported column aliases enclosed in quotation marks within queries.


